GOVERNMENT COLLEGE OF EDUCATION, SECTOR 20 CHANDIGARH
REPORT ON
AWARENESS- CUM —ORIENTATION PROGRAMME ON ‘CYBER SECURITY’
Date: 30 December, 2024

An awareness-cum-orientation programme for Teaching Faculty and Non-teaching and Office
Staff on "Cyber security” was conducted on 24" December, 2024 by the IQAC cell of the college
in collaboration with Chandigarh Police Cyber Security Cell and “Dainik Jagran™ Press
Reporters team to educate the attendees on the importance of cyber hygiene and safety in the
digital era. The session featured Mr. Lalit Kumar, from the Cyber Security Cell, Chandigarh
Police, as keynote speaker. The program commenced with a warm welcome by Dr. Lilu Ram,
Staff Secretary, IQAC Coordinator who emphasized the necessity of spreading awareness about

cyber security to combat the increasing number of cyber crimes.

The speaker highlighted how digital evidence plays a critical role in identifying and prosecuting
cybercriminals, ensuring that perpetrators of cyber crimes are eventually caught. Various
examples of cyber fraud were discussed, including internet scams, phishing attempts, and open
Wi-Fi network vulnerabilities. They elaborated on scams related to electricity bills, parcel frauds
under fake courier company names like FedEx, and the risks associated with downloading
unverified APK files. The session also provided practical advice on avoiding unsafe links

without HTTPS encryption and safeguarding against matrimonial frauds and job-related scams.

The speakers discussed preventive measures for protecting privacy during online shopping,
mobile gaming, and while responding to suspicious loan or holiday package offers. It was
emphasized that digital hygiene practices, such as updating passwords regularly, avoiding public
Wi-Fi for sensitive transactions, and reporting cyber crimes promptly, are essential for safe
internet usage. Tools and resources for filing complaints, such as www.cybercrime.gov.in and
the helpline number 2970600, were shared with the audience. Additionally, the importance of

reporting inappropriate online content through platforms like stopncll.qrg was underlined.



Faculty members and all college Non-teaching staff actively participated by sharing their
experiences and raising insightful questions, making the session interactive and engaging. The
speakers answered these queries, enriching the understanding of cyber security among attendees.
They reiterated that negligence in online behavior could make individuals vulnerable to

exploitation and fraud.

The program concluded with a vote of thanks delivered by Principal Dr. Harsh Batra, who
appreciated the enlightening contributions of the speaker and acknowledged the enthusiastic

participation of the attendees.

This impactful session not only educated attendees on the dangers of cybercrime but also
empowered them with the knowledge and tools to navigate the digital world securely. The key

takeaway was that staying informed and vigilant is the most effective way to ensure cyber safety.

Glimpses of the event:
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